
Recommended Diskless Deployment
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Deploy multimon securely:
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HTTPD listens to private

eth1 port ONLY. 
no HTTP port on public 
network port eth0

Each client has to set up
an authenticated ssh tunnel
to allow web browser access
to web server

The clients are loading httpd
No limit to the number of 
clients.
A single process “multimon”
polls the ACQ cards
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